Act 1
This scenario is about being safe on the internet and how basic information can be used by someone you do not like. This scenario should look at how someone uses the internet to be creative (like doing home works and projects), file sharing and online gaming. Also consider what happens when you give away too much information.
You should consider most the following in this list:-
· Online gaming
· Fake websites
· Virus
· Copyright and plagiarism
· Addictive behaviour
· Using passwords and IDs that can easily be identified

Act 2
The scenario should show how easy it is to deceive someone online via instant messaging or social networking. There are a range of techniques used to attract or groom people. The main character could be someone who wants to be a singer and you are willing to join a pop group. The problem starts with a simple request to be your friend. You are also competing with your other friends who currently have more friends than you. In the end, this person who wants to be your friend created a fake account and is not who they pretended to be.
· How someone uses the internet
· [bookmark: _GoBack]Web cams
· Social network
· Mobile phones and texting
· Online grooming

Act 3
This story portrays a pupil who is subjected to mobile bullying. this focuses on the growing problem of the use of mobile phones and other technologies. It could be that someone is no longer part of a group of friends.
The scenario should cover:
· Cyberbullying
· Happy slapping
· Mobile phones
· Texting
